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The development of the so-called pandemic/business continuity action plan. It is
Pand : : | recommended that it should extend to privacy controls to be taken based on the
SRS EEilom BlE principle of privacy-by-design (e.g.: development of preventive steps, building
channels of communication, risk assessment).

A detailed data protection notification should be made available to the employees,
including the most important issues in relation to the coronavirus (e.g. symptoms,

Providing information
period of incubation) and who to turn to in the event of any questions or symptoms.

If an employee reports possible exposure to the employer or the employer deems that
the suspicion of exposure can be established from the data provided by the employee,
the employer is entitled to record the data concerned.

The legal basis of the processing of the data may be legitimate interest (GDPR Article 6 | basi
() ). In the case of the processing of sensitive data (data concerning health) the Legal basis
condition laid down by Article 9 (2) b) of the GDPR is applicable.
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As part of the pandemic action plan, it is necessary to consider the data protection

: risks of the measures introduced by the data controller in relation to the increased
Risk assessment

control over the organization and the introduced restrictions.

A detailed data protection notification should be made available to the data subjects

including the most important issues in relation to the coronavirus (e.g. symptoms, el e e
period of incubation), along with an appeal addressed to them to immediately notify g

the access control staff about the fact of any presumed contact with the coronavirus

upon entering the site of the organisation.

KPMG]

The legal basis for the processing of personal data can be legitimate interest (GDPR
Article 6 (1) f); or consent of the data subject (GDPR Atrticle 6 (1) a). In the case of the

processing of sensitive data (data concerning health) the condition laid down by Article
9 (2) b) of the GDPR is applicable.
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We Wil continue [0 Keep our Glients updated

Our goal is to be with our costumers in the coming weeks, during these challenging times

« Continuous customer-updates via email and summaries
« Hotline: call our experts

* Webinars

* Providing any other ad hoc advice
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dr. Bélint T64sé MSc LL.M (Vienna)
Managing Partner, Head of Legal
Services

+36 30 663-6245
Balint.Toaso@kpmg.hu

dr. Néra Takacs LLM
Attorney-at-Law

T:+36 70 978 9709

E: nora.takacs@kpmg.hu
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Attorney-at-Law

T: +36 70 978 934
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dr. Fanni Mérkus
Associate

T:+36 70 333 1502
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Attorney-at-Law
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dr. Gergé Szalai-Bordés
Associate

T:+36 70 333 1593
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